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The increasing importance of multimedia applications is placing a great insist on content protection and customer privacy. Communications can be intercepted, especially over wireless links. Since encryption can effectively prevent eavesdropping, its use is widely advocated. The codec G.729 based CS-ACELP algorithm is standardized as voice codec by ITU-T for multimedia and Voice over Internet Protocol (VoIP) applications. In this paper we introduce a speech encryption method based chaotic cat map algorithm. Cat map extended to two-dimensional NxN matrix. It takes concepts from linear algebra and uses them to change the positions of the values of the matrix. The result after applying the Cat Map will be shuffled signals that contain the same values of the original signals. We applied our encryption scheme to the standard ITU-T G.729 standard speech coder to evaluate its performance. Simulation results show that G.729 based cat map encryption is very efficient since the encrypted speech is similar to a white noise. The perceptual evaluation of speech quality (PESQ) and enhanced modified bark spectral distortion (EMBSD) tests for speech extracted from TIMIT database confirm the efficiency of our proposed scheme.
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INTRODUCTION

Most multimedia applications such as speech and audio are essential, and their service is the basis in telephony industry, video conference and news broadcasting. Thus, the encryption of speech or audio is very important.

The field of encryption and security is becoming very important in the twenty first century when a massive amount of information is transmitted over the Local Area Networks as well as the Internet.

Encryption is the process of transforming information (plaintext) into a special form called Cipher by using some type of algorithm to make it unreadable to anyone except those who have the knowledge of the algorithm and its secret keys [1]. Militaries, governments, private companies have used the encryption for a long time to facilitate secret communication. Traditional symmetric key algorithms like Advanced Encryption Standard (AES) and Data Encryption Standard (DES) use small blocks size with complex permutations process to give secure ciphertext [2-4]. The Linear Feedback Shift Register (LFSR) has been one of the most popular encryption techniques widely used in speech communication. LFSR algorithms have found wide applications in wireless communication, including scrambling, error correction coding, encryption, testing, and random number generation [5-8].

Chaotic maps algorithms are very suitable for various data encryption schemes. In particular, chaotic maps are easy to be implemented by microprocessors and personal computers. Therefore, chaotic cryptosystems generally have high speed with low cost, which makes them better candidates than many traditional ciphers for multimedia data encryption. In this work, we consider the use of chaotic cat map encryption, first proposed by Vladimir Arnold in the 1960s, for the standard ITU-T G.729. The paper is organized as follows. In section 2, we derive the chaotic cat map algorithm. We give a brief description the standard IUT-T G.729 in section 3. We present the simulation results to demonstrate its performance in section 4. Concluding remarks are provided in section 4.

ENCRYPTION BASED CHAOTIC CAT MAP

The signal is scaled by a matrix $N\times N$. If $M$ is the message size, $N = \left\lfloor M^{1/2} \right\rfloor$. In our case, we work with frames of 80 bits. The encryption function is represented by the equation 1

$$\begin{bmatrix} x_{n+1} \\ y_{n+1} \end{bmatrix} = A \begin{bmatrix} x_n \\ y_n \end{bmatrix} \mod(N)$$

(1)

The matrix $A$ is chosen such as $|A|=1$. Thus, the confusion key of cat map is composed of the parameter $a$ and $b$. The matrix $A$ is of the form given by equation 2

$$A = \begin{bmatrix} ab+1 & a \\ b & 1 \end{bmatrix}$$

(2)

where $a$ and $b$ are two values selected randomly between 0 and 256. Indeed, the Cat Map performs a permutation. The coordinates $(x_n, y_n)$ of a given bit in the original signal become $(x_{n+1}, y_{n+1})$ in the encrypted signal. The matrix obtained from encryption equation is transformed into encrypted vector to generate the encrypted message. Decryption is done by the same equation except that the matrix $A$ is replaced by its inverse [9]. Decryption is done by the same equation except that the matrix $A$ is replaced by its inverse [9].

OVERVIEW OF THE STANDARD G.729

The standard G.729 speech coder is an 8 kbps Conjugate-Structure Algebraic-Code-Excited Linear Prediction (CS-ACELP) speech compression algorithm approved by ITU-T. G.729 offers high quality, robust speech performance at the price of complexity. It requires 10 ms input frames and generates frames of 80 bits in length. With the G.729 coder processing signals in 10 ms frames and 5 ms look-ahead, the total algorithmic delay is 15 ms.
each 80 bit frame produced contains linear prediction coefficients, excitation code book indices, and gain parameters that are used by the decoder in order to reproduce speech. The inputs/outputs of this algorithm are 16 bit linear PCM samples that are converted from/to an 8 kbps compressed data stream. G.729 is mostly used in Voice over IP (VoIP) applications for its low bandwidth requirement [10].

SIMULATIONS AND RESULTS

In this section, several experiments are carried out to test the encryption efficiency of the proposed speech cryptosystem. The quality of both the encrypted and decrypted speech signals is assessed. Simulations and results of our implemented method are given in this section. The speech used is extracted from TIMIT database [11]. The original speech and its spectrogram are given in FIGURES 1 and 2 respectively for comparison later with the decrypted speech. After the speech is coded with the ITU-T G.729, it is encrypted based chaotic cat map algorithm. The encrypted speech and its spectrogram are presented in FIGURES 3 and 4 respectively.
We can see from FIGURES 3 and 4 that the encrypted speeches signal is obviously similar to the white noise which indicates that no residual intelligibility can be useful for eavesdroppers at the communication channel.

The decrypted and decoded speech with G.729 and its spectrogram are presented in FIGURES 5 and 6 respectively.
FIGURE 6. Spectrogram of decrypted speech

Comparing FIGURES 1 and 5, we can see clearly that the decoded speech signal is the same as the original one with hardly noticeable differences. The spectrograms of the original speech (FIGURE 2) and the decrypted speech (FIGURE 6) are identical and also with unnoticeable differences.

We use PESQ for an objective quality measure [12] and EMBSD tests [13]. The obtained results are summarized in TABLE 1.

<table>
<thead>
<tr>
<th>Algorithm</th>
<th>PESQ</th>
<th>EMBSD</th>
</tr>
</thead>
<tbody>
<tr>
<td>G. 729 alone</td>
<td>3.322</td>
<td>1.636</td>
</tr>
<tr>
<td>G. 729 + chaotic cat map</td>
<td>3.322</td>
<td>1.636</td>
</tr>
</tbody>
</table>

Results from TABLE 1 confirm the efficiency of the chaotic cat map based algorithm for the standard ITU-T G.729 since the same values are obtained with and without encryption with the chaotic cat map algorithm.

CONCLUSION

We have presented an efficient way of encryption and decryption of speech signals for the ITU-TG. 729 codec based on chaotic cat map. From our results, it is obvious that even with insignificant differences in speech quality; the presented method performs well with the standard ITU-T G. 729 for the encryption and decryption of speech.
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